Online Safety at Springfield

‘Learn together, grow together’

is our school motto and is expressed in every aspect of our work. We know that if
our children learn to read supported by both teachers and their home adults,
their journey will be even more successful.




Here are some reflections from the session on Wednesday 12th October

T Is Important to ensure children do not have devices in their bedroom overnight. ey should be Kept somewhere safe,

where children cannot go to access them.

Ideally, children read real books and not on a screen before sleeping because the light from a device is stimulating and does
not help with getting to sleep.

When children visit friends and family, it is important to ensure that they do not have access to devices unsupervised.
Checking with the adult who will be looking after your child can help to make sure that a plan is in place.

Screen time limits can help, alongside a visible egg-timers/sand timers so children feel less frustrated when device time is
over.

YouTube Kids is safer than YouTube.

If children use headphones, it is harder to check that what they are watching or playing is safe.
Children should not have passwords you do not know.

Your passcodes and passwords should be kept absolutely secret so children do not know them!

Even if children have a ‘kids’ profile on Netflix, they can still select to view through an adult’s profile. This means they have
access to highly inappropriate content.

Supervising children using devices is the best way to ensure they are not accessing anything harmful.







Year | - Online safety

7

Digital footprint The content someone shares about themselves

online.
oing o 2 Connecting to the internet.
Internet Lots of computers connected to one another.

Personal Informa.f.i.on about us e.g. full name, address,
information birthday.

Placing information (such as photos or

Post online 5
comments) on the internet.

Sh.a.r'Ln.g content (music, photo, videos) or
information online.

Sharing online

A device on which you can use apps, a camera

Smart device : A
L A and make voice/video calls.

J

Lots of devices can connect to the internet s as laptops,
desktops, mobile phones, games consoles an blets.




When we post of share information
online, we leave a footprint.



Year 2 - Online safety

Photos, videos or messages.

Media content

\

Offline Not being connected to the internet.

Being connected to the internet via a device
Online
such as a computer, laptop or phone.

A word or set of numbers we use to access our
personal information online. It helps to keep our
online information safe - like a key!

Passwords

Personal

Information such as our full name, address,
information

birthday, or where we go to school.

J

Permission:

We must ask someone's permission before sharing photos, videos
or information about them.

It is ok to say no when someone asks if they can share
something online about us.

Kapow

Pm'»\wy'

A strong password is a password that is difficult for someone
to guess.
You can make a stronger password by:

1) Adding numbers or special characters

H4s1m? ?H4s1m?

ball bike fire worm

ballbike fireworm

Not everything we see online is true.




We must ask permission before

sharing photos, videos or information
about someone.

Passwords should be hard to guess.



Year 3 - Online safety

When software guesses what you are typing and )
suggests a word or phrase.

Auto complete

Something we accept to exist or be true, usually
without proof.

Belief

Something that can be proven to be true by

Fi :
act evidence.

Fake news Online news or stories that are not true.

Opinion A view or judgement about something.

The controls put in place to manage what kind
of information and how much of your information
can be shared with or seen by other people and
companies.

Privacy settings

Websites and apps where people can share

Social media

information about what'’s
Lives.

platforms appening in their

If something online makes you feel uncomfortable or scared:

Check your device

Grd i s Tell a trusted adult

Block it and report it

Pris

BBC's Own It website (https://www.bbc.com/ownit) has lots
of tips and information to help you stay safe online

Kagow

It is important to think about what information we share
online.

Digital devices are communicating all the time and sharing
our personal information between themselves.




We must check age restrictions
which show the minimum (youngest)
age you need to be to use a website.



Year 4 - Online safety

@ . : N\ £ )
Companies pay to have their ;

ﬁgvéf:zg;%-l;orcu website at the top of the list of search engine @ tapontiense: X VI 2
results. &> (C12r ) https//www.kapowiverse.com i}

v%&nﬁzﬁltu;?o;/fe accept to exist or be true, usually K
spouiverse - o,

A computer program, sometimes referred to as a
Bot chatbot, that can act like a living thing e.g.
‘Alexa’ or ‘Siri’.

Something that can be proven to be true b
2 <°_vi.d.en.ce.g P I ME
n https//www.bettysburgers.co.uk
A

» Extra content or services that are advertised et
Insapp purchases and can be bought when you're using an app. Grab your 99p burger at Search results

Burgers Snacks Delivery

I A person who recommends products or services on
A view or judgement about something. ‘
| . — Snippets

f@ o
=, Search.. UK best burgers

Respectful Being considerate and polite to others, such as v ;“P:‘gh;w“'&mm;:':x =
P treating people kindly with good manners. s e e —

2PattyBu = :
Snippets A short summary. Abucesin O AlL search. engines work
S SO Heoe slightly differently. It is
7 hatps:/www.PattyBurgers.co.uk important to understand how
Companies use lots of techniques to try and ourage you to DL 1t Burgers the results are found and
buy online. 5* Ratings displayed.

& >

We should behave safely and respectfully both on and offline.

.-t' Special offer . §

-

qreat )oe!

Pay to shop Technology can be both a positive and negative distraction.

If technology is making you feel sad or angry, or you are
spending too much time on it, then try to ﬂn.d. something
else to do that doesn't involve 'screentime’.

Special offers Extra Li.ves/objects advertisements




Companies use adverts to try and
encourage you to buy things online.

Technology can be a positive and a
negative distraction.

We should all have a screen-time
limit.



Year 5 - Online safet Key facts

N

Shortened w(ord. or 'Application’. An
application (a =id e of computer

Apy pn?op ram t cha{,ﬁ.y ou.n.ipon. £martpphones
and tablets.

The deliberate act of harming,

Apps require our permission
intimidating or threatening someone PP 9 P

for things such as accessing

B q else to cause them physicdl or emotional ? :
distress. Bullying can ‘occur both your location or photo library.
online and of’fli.ne. It is important to know where
- — these settings are.
Health The mental a.n.d. gh.ysr.cq.l condition
o of a person or living thing.
To come to a sensible conclusion about
CIEME a matter or a person.
An image (photo, video, text) with Any form of online communication can be misinterpreted.
Memes some (wsually humorous) writing added Text may be misread and emojis or memes could
to it. be misunderstood.

The way people communicate (share
Online and receive information) with each

communication other over a computer network, such
as the internet.
: The action of allowing something
t° fuappen: D
The state of your mind, health \_ >

Wellbeing ;
and happiness.
J Technology can have both positive and negative effects on
our health and wellbeing.
~
At least I5 b @ A :
characters
SEheslP ¢
9

Numbers e.g
[ [ |

123
Lowercase e.g Uppercase e.g

abed ABCD
e ol o -
https://www.childline.org.uk/ hitps://www.nspcc.org.uk/
J

G J U

Symbols e.
&E% Tell a trusted adult if you are getting bullied online.

You can also get help from these places:




Memes and emojis are part of online
communication.

All online communication can be
misunderstood or misinterpreted.



Year 6 - Online safet
p

Digital footprint

The content someone shares about
themselves online.

Digital

personality

The person that companies, organisations
and other people see based on their
digital footprint.

Online
reputation

The judgement of a person from
informafion shared by themselves
and others online.

The qualities and characteristics that
make you who you are.

Selfie

A self-portrait that a person takes of
themselves using a camera on a digital
device or smartphone.

The way people communicate (share
and receive information) with each
other over a computer network, such
as the internet.

Is this
somethin.
I should ge
sharing?

Do I need to
ask someones
permission?

Am I sharing
something [
know is true?

Our digital footprint can affect our online reputation in
a positive or negative way.

Using avatars, usernames and not sharing personal
information are good ways to reduce both your digital
footprint and digital personality.

Telling a trusted adult, using privacy settings and

bl.ock.i.n.g/re.porti.ng/screen.gra.bbi.ng are some of the ways to
get help and make sure any problems online are dealt with
in a proper and safe manner.



Our digital footprint can affect our
online reputation.

We can use avatars and usernames
to protect our privacy.



Tik Tok

ALL ABOUT

64% of young v. Over
\ people in the UK 2.5 billion
visited TikTok in installs on

September 2021.

global devices.
o)

of children aged
3-15 use TikTok

(alongside other
social media).

TikTok wants users to see the content they
want to see — which is where the ‘For You Page’

ALERT
TikTok says users must be 13+ to use the '
app, but our research shows that it is

) > ¥ extremely popular with younger children.
comes in. The platform uses algorithms to .

figure out a completely unique feed for every
individual user.

« HOW IT WORKS

i g

SHARE EDIT STITCH
Upload short videos Change or alter Use snippets of
for other users to videos to include existing videos to

view, comment, popular filters create a new video
and like. or themes. or trend.




Tik Tok

4 20 this sound @ E—'

COLLAB DUET MESSAGE
Add popular music Create a video that Users aged 16+
or audio (including is posted directly can send private

from other users) alongside another messages to
to videos. user's video. one another

WATCH OUT FOR...
#TikTokChallenges

Hardly a day passes without a new

TikTok Challenge popping up. A ‘challenge’
is a type of video that is widely shared and
copied by others. Many of these can be fun
and engaging, incorporating things like
dances, songs, and filters.

There are some, however, that can be
riskier and potentially harmful - which can
make them even more tempting to try!
These can include dangerous stunts, mean
pranks, or reacting to upsetting content

< TOP TIPS

Ensure your young
person’s privacy settings are appropriate
for their age. Remember — a private profile
gives the most control!

‘Digital life' should be as
much a part of everyday conversation as
every other aspect of a young person’s life.

Find out what videos
and influencers they view, what they like,
what they dislike - and why!

Talk about how social media
content is often a far from accurate
depiction of real life, especially
for influencers.

Some TikTok challenges could
be potentially harmful to young people.
Remind them that their safety is #1 always!

Give them room to voice any
concerns they might have around harmful
or inappropriate content they come across.

Online Safety -
Shareable by: I




Messenger

All About... Messenger @&

Messenger is a free instant messaging app owned by Meta. It launched in 2011 to replace Facebook Chat as a
separate, complimentary app that lets users add short videos, voice messages, and GIFs to instant messages.

— . @ Did you know Messenger...

& (I How itworks AV T ;) —
ks =
] (2

SUN AT 9:08 PM

™ CONNECT

Send instant messages to friends,
groups, or Facebook pages. |
od Is the 4th most Holds 2nd place as Has over 1 billion Sees more than 5
popular app the most popular messages sent on million gifs shared
o worldwide. iOS app. it every month. every single day.

Add videos, voice notes, photos,

& and GIFs to messages.
™ warcH No‘t fOY)'Mﬂ' QY\)’OY\(i‘
Joln 1 a video cal during 2 watch Users wust have 3 Facebook account in order

party with friends and family. @,
>

GAMES o
Play videogames like Space
Raiders or quizzes with friends. ‘ e

™ cHAT

fo use Mcncn?cr. Facebook vequires usexs to
be \3 or older fo have an account.

Messenger Rooms

0 [ To compete with other video
Interact with Al chatbots from e - D comfarancing pistiomms sioh as
businesses, games, or Zoom and Google Moqtdtmng
i . 4 the COVID-19 pandemic, Meta
released Messenger Rooms

o

Use custom emoljis and GIFs to
respond to messages.

H o © %

i N <

in 2020. This option lets users
hold meetings and video calls
W with up to 50 people.
All users are invited to join rooms via a link -
even if they don't have a Facebook account!



Messenger

TOP TIPS ...

Use Safety Settings

Encourage your young person to use security

Disappearing Messages options, such as two-factor authentication and

Users can send ‘secret conversations' the ability to choose who can message them.

(messages timed to disappear) to others.
They may be used to send bullying or sexual Turn off Message Requests

messages, and could cause distress or anxiety. Ensure only Facebook friends can keep
in contact by switching off the message
Message Requests requests section, which is ‘on’ by default.
Users who are not friends on Facebook can still message
other Messenger users through the ‘Message Requests’
folder. This could open up opportunities for scams or bullying.

Don't receive requests

Live Location » . Keep Personal Details Private
‘ :_ser: a_re :‘ble to share_ thGeur In:e Ioc:t|o|n v':‘lth Explain why it's important not to share
L NN VR SODES o NP TR, personal details like addresses and phone
which could be used to pressure a young person numbers with others over Messenger.
into sharing where they are.

Inappropriate Behaviour Talk to Your Young Person

Users may be encouraged by others Engage in discussion with those in your care about
to engage in uncharacteristic or their online life, and remind them that you are
inappropriate behaviour via video or text \ f’ always there to support them.

chat. This could result in losing control

of intimate images, messages or videos.

Online Safety ‘nEQE 0G0
> Shareable by l AR BING GhEUS

ineqe.com
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Esports (short for ‘electronic sports’) are
best understood as competitive-level video
gaming. Players compete against each other
for prizes, money, and prestige.

Any videogame with the potential for competition can
become an esport - from sports games (e.g. FIFA) to
first-person shooter games (like Call of Duty).

Esports can be team-based or solo experiences. They
require training, skills, and time. Teams have coaches,
sponsorships, and friendly matches for practice (called
scrims) before competitions. Tournaments can range
from small-scale events aimed at amateur enthusiasts
or large-scale events for professional teams sponsored
by game publishers.

Esports may have been around for a long time but
their recent rise in popularity can be attributed to
livestreaming on platforms like Twitch and YouTube.
Livestreaming has helped expand esports as a
legitimate career option or goal for young people.

e 9

v
v
v
v
v
v
v
X

OFFLINE ONLINE

Team or Solo Performances
Tournaments
Player contracts
Spectators and fans
Sponsorships
Training required
Amateur opportunities

Online




E Sports

~rRISKS

INAPPROPRIATE AND
DISTRESSING CONTENT
Games may contain inappropriate or
distressing content which a child or
young person could be introduced to
through watching or by playing.
a This could include violence or
inappropriate language.

GAMBLING =~
Most games have a nn I
form of loot boxes -
(in-game virtual —
items bought with

real-world money) for purchase, which
could result in unhealthy spending
habits, especially when boxes offer
competitive advantages. Children and
young people may not understand the
mechanics of gambling.

RAPPORT IN GAMES

Esports are played by people of all
ages, all over the world. When playing
team-based games, the child in your
care could match up against strangers
in a team. This could create a potential
environment for grooming.

CROSS-PLATFORM RISKS
While playing online, there is a risk
that gameplay sessions move across
platforms (such as using Discord for
voice chat). Young people may want
to follow their favourite esports teams
and players on social media and
engage in discussions with other fans.
This could make it easier for strangers
to contact them and introduces more
avenues where abuse could take place.

TIME CONSUMING

Practicing and competing

in tournaments requires a

time commitment. This could

interfere with schoolwork, sleep
schedules, and family routines. It could also
introduce added stress if a young person is
using all their free time to engage in training
and competition, without leaving time to
relax by doing other things.

EMOTIONAL DISTRESS

Much like traditional sports

competition, especially in a team

setting, there is a chance that a bad match
could frustrate a child or young person
playing the game. They may also get upset if
their favourite team doesn’t win or perform
well. This could result in negative emotional
reactions such as outbursts, sulking, or
fixation.

$—
LACK OF OVERSIGHT /\‘l //\
Esports lack an overarching / \
- -

authority body like those in

traditional sports, such as the

Union of European Football

Associations (UEFA) in football. Bodies, like
the International Esports Federation (IESF),
are still in the early stages of attempting to
introduce global regulation standards. This is
problematic because there are no standards
for accountability and a disparity in rules and
requirements for competitions.

SPONSORSHIPS

It is common for pro-players to

be sponsored by companies,

like powder caffeine drinks

such as G Fuel or Glytch Energy. This could
influence a child or young person to want to
buy these products despite potential dangers
of excessive caffeine intake.

—

8218

weg.1t0

BE MINDFUL OF AGE LIMITS FOR GAMES
Check a game’s PEGI rating to determine if it is appropriate for
your child or young person to spectate or play the game.

ENGAGE IN ESPORTS WITH YOUR CHILD

Parents and carers should aim to gain

an understanding of esports. Watching

tournaments and competitions is the easiest

way to get a grasp on what esports are and @
why they appeal to the young people in your

care. Watch livestreams of tournaments with

your child and discuss teams, players, and
what happens in the competitions.

FIND THE RIGHT BALANCE
Encourage screen time limits to find the right balance
between competitiveness and healthy habits. It is
important for young people to feel in control of their
time to avoid stress.

NOT EVERYONE MAKES IT

The young person in your care may express a desire to
become a pro-player so it is important to know how to manage
expectations while still supporting their ‘dreams’. Set realistic
goals and understand that this may be a legitimate ambition
for the child or young person in your care.

ENCOURAGE DIGITAL SAFETY
Advise children to never share any personal
identifiable information with other players, even
friends. This includes a player’s gamertag or
username - make sure these doesn’t have any
identifiable information too!

Online Safety inEQE 000

Shareable by

Sareauancing craue  iN@Qe.COM




NSPCC: Keeping Children Safe Online

Ll . A
Online wellbeing Parental controls

Get advice on helping children to manage their mental Get advice on setting up parental controls to help keep
wellbeing when they're online. your child safe online.

https://www.nspcc.org.uk/keeping-children-safe/online-safety/



NSPCC: Keeping Children Safe Online

Sign up to our Online Reporting online safety

Safety newsletter concerns
Would you like to know more about online safety? Sign What to do if you're worried about something a child
up to our newsletter to get online safety news and has experienced online.

advice straight to your inbox.

https://www.nspcc.org.uk/keeping-children-safe/online-safety/



NSPCC: Keeping Children Safe Online

More advice for helping children online

BuIIylng and cyberbullylng Livestreaming and online Talking to your child about

Advice and support if your child's being bullied - video a PPS online Safety
wholhiecits happening in porson ot anline: Learn about livestreaming and video apps and get How to start the conversation with your child about
advice to help keep your child safe. staying safe online, and what to do if you're worried

about online safety.



Unsafe for children

4Chan
NeinCahn
8Kun
Parler
Discord
BitChute
Gab

Gettr
Odysee

Telegram



Hackney Safer Schools App

Primary School
& Hackney

SAFER
SCHOOLS

9:41
SAFER Dear Parent / Carer,
SCHOOLS
Re: The Hackn fer Schools App - Parents / Carer.

Search ‘Safer Schools’ and The power of technology is of benefit to us all, but more time spent online by our children can lead to
download the App greater levels of risk. As parents and carers, it is important that you know how you can help make your
o GEnTon children safer.

‘ App e | P Google Play
The Hackney Safer Schools App is free and includes useful advice about making your home and
devices safer. It provides information about social media and how to block, mute and report anything that
Open the App and scan the QR code either you (or your child) may find worrying - from images to comments from online bullies. The App will
oreviter, hec) 5 2 also help you create healthy media habits, limit screen time, learn about scams and keep your personal
desbadazadiain o date ol data safe. It will complement the information your child’s school will have made available via their
communications with you and your child.

Downl Your A

* Decide which version to download. If you have children in both primary and secondary
school, we’d suggest you download the secondary school version.

« Simply follow the steps set out in the images below

 Make sure to allow push notifications to keep up to date with tips, advice and guidance on
how to make your children safer.

e For any queries, please contact the City & Hackney Safeguarding Partnership Team at

Staff - Primary chscp@hackney.gov.uk. Further information is available at http://www.chscb.org.uk/hackney-
Entry Code: 3137 safer-schools-app/, by using the details in the footer or via the blue live chat function at
www.oursaferschools.co.uk




The 4 Cs of online safety:
content, contact, conduct and commerce

Content: seeing illegal, inappropriate or
harmful content

Contact: harmful interactions

Conduct: behaviour that increases the
chances of, or causes, harm

Commerce: gambling, advertising, scams



Technology is a significant part of many safeguarding
issues

For example:

* Grooming for sexual abuse & exploitation * Sharing nudes and semi-nudes

* Radicalisation Gambling

* Criminal exploitation Fake news and disinformation

* Bullying Cybercrime

* Seeing inappropriate or upsetting content



Acceptable Use Agreement

Appendix 3 — Key Stage 1: Acceptable Use Agreement

This is how | keep SAFE online: v

1. 1 only use the devices I'm ALLOWED to

2. | CHECK before | use new sites, games or apps

3. 1 ASK for help if I'm stuck

4. | THINK before | click

5.1 KNOW people online aren’t always who they say

6. 1 don’t keep SECRETS just because someone asks me to

7. 1don’t change CLOTHES in front of a camera

8.1 am RESPONSIBLE so never share private information

9.1 am KIND and polite to everyone

10. | TELL a trusted adult if I'm worried, scared or just not sure

My trusted adults are at school

at home and




Acceptable Use Agreement

Appendix 4 — KS2 Pupil Online Acceptable Use Agreement
This agreement will help keep me safe and help me to be fair to others

| am an online digital learner — | use the school’s internet and devices for schoolwork,
homework and other activities to learn and have fun. | only use sites, games and apps that my
trusted adults say | can.

I am a secure online learner — | keep my passwords to myself and reset them if anyone finds
them out.

1 am careful online — 1 think before I click on links and only download when | know it is safe or
has been agreed by trusted adults. | understand that some people might not be who they say
they are, so | should be very careful when someone wants to be my friend.

I am private online - | only give out private information if a trusted adult says it’s okay. This
might be my home address, phone number or other personal information that could be used
to identify me or my family and friends.

I keep my body to myself online - | never change what | wear in front of a camera and
remember that my body is mine and mine only, and | don’t send any photos without checking
with a trusted adult.

1 say no online if | need to - if | get asked something that makes me worried or upset or just
confused, | say no, stop chatting and tell a trusted adult.

I am a rule-follower online — | know that some websites and social networks have age
restrictions and | respect this; | only visit sites, gams and apps that my trusted adults have
agreed to.

I am considerate online - 1 do not join in with bullying or sharing inappropriate material.

I am respectful online - | do not post, make or share unkind, hurtful or rude
messages/comments and tell my trusted adults if | see these.

I am part of @ community - | do not make fun of anyone or exclude them because they are
different to me. If | see anyone doing this, | tell a trusted adult.

I am responsible online - | keep others safe by talking to my trusted adults if a friend or person
I know is being bullied or harassed or is worried or upset by things they read, watch or hear.

I don’t do public live streams on my own - and only go on a video chat if my trusted adult
knows | am doing it and who with.

I communicate and collaborate online — with people | know and have met in real life or that a
trusted adult knows about.

1 am SMART online - | understand that unless | have met people in real life, | can’t be sure who
someone is online, so if | want to meet someone for the first time, | must always ask a trusted
adult for advice.

I am a creative digital learner online - | don’t just spend time online to look at things from
other people; | get creative to learn and make things! | only edit or delete my own digital work
and only use other people’s with their permission or where it is copyright free or has a Creative
Commons licence.

I am a researcher online - | use safer search tools approved by my trusted adults. | understand
that not everything online can be believed, but | know how to check things and know to
‘double check’ information I find online.

I have read and understood this agreement. | know who are my trusted adults are and agree
to the above.

Signed: Date:




We warmly welcome you to our upcoming session with our IT
technician.

In this session, our IT technician can support with setting up controls
and screen time limits on your devices.

You can bring in as many devices as you choose.
The date and time for this session will be shared soon.

It will be after half-term.



Reflections from the session

tis important to ensure children do not have devices in their bec
safe, where children cannot go to access them.

room overnight. ey should be kept somewnhere

Ideally, children read real books and not on a screen before sleeping because the light from a device is stimulating
and does not help with getting to sleep.

When children visit friends and family, it is important to ensure that they do not have access to devices
unsupervised. Checking with the adult who will be looking after your child can help to make sure that a plan is in

place.

Screen time limits can help, alongside a visible egg-timers/sand timers so children feel less frustrated when device
time is over.

YouTube Kids is safer than YouTube.

If children use headphones, it is harder to check that what they are watching or playing is safe.
Children should not have passwords you do not know.

Your passcodes and passwords should be kept absolutely secret so children do not know them!

Supervising children in devices is the best way to ensure they are not accessing anything harmful.
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https://www.internetmatters.org/parental-controls/entertainment-search-engines/youtube-kids-app/
https://www.internetmatters.org/hub/guidance/youtube-tips-and-tricks-to-keep-your-children-entertained-and-safe/
https://www.nspcc.org.uk/keeping-children-safe/online-safety/
https://ineqe.com/wp-content/uploads/2022/08/Ineqe-TikTok-Shareable.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8AO4Ul0fENGmYuLG6QOxR9CnTwiVKdMrO--SrfJhRYsBHhmgu-jYYdIIcNgSeQkjX1wL3exDe2BRoZsQZ05YaenR5bimLmObCRa7gSYueVFGSg5tI&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/Ineqe-TikTok-Shareable.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8AO4Ul0fENGmYuLG6QOxR9CnTwiVKdMrO--SrfJhRYsBHhmgu-jYYdIIcNgSeQkjX1wL3exDe2BRoZsQZ05YaenR5bimLmObCRa7gSYueVFGSg5tI&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/Ineqe-TikTok-Shareable.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8AO4Ul0fENGmYuLG6QOxR9CnTwiVKdMrO--SrfJhRYsBHhmgu-jYYdIIcNgSeQkjX1wL3exDe2BRoZsQZ05YaenR5bimLmObCRa7gSYueVFGSg5tI&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/Messenger_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-_srR0BYrGiqy58dls6ZkwXQRKDYq8vFQzkyJKexswQ0VseRtijWYvx-gKh7-WXE7m5VCjazKRypxlt74kT8yZUuffYkul7QfOMCYSQ3mxWzSaVzDo&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/Messenger_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-_srR0BYrGiqy58dls6ZkwXQRKDYq8vFQzkyJKexswQ0VseRtijWYvx-gKh7-WXE7m5VCjazKRypxlt74kT8yZUuffYkul7QfOMCYSQ3mxWzSaVzDo&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/Messenger_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-_srR0BYrGiqy58dls6ZkwXQRKDYq8vFQzkyJKexswQ0VseRtijWYvx-gKh7-WXE7m5VCjazKRypxlt74kT8yZUuffYkul7QfOMCYSQ3mxWzSaVzDo&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/esportsv2_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8EC6Cd2sTWWAJSM1bpbOrAWdAZHKe2gpJKoca9TXCKVUuu59iZO_4PLDr93BYCDjqu2khUSxQR-6DSuivXdffTH23UptPgC5nVOkwVN9jwHiAMKcI&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/esportsv2_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8EC6Cd2sTWWAJSM1bpbOrAWdAZHKe2gpJKoca9TXCKVUuu59iZO_4PLDr93BYCDjqu2khUSxQR-6DSuivXdffTH23UptPgC5nVOkwVN9jwHiAMKcI&utm_content=222628750&utm_source=hs_email
https://ineqe.com/wp-content/uploads/2022/08/esportsv2_INEQE.pdf?utm_campaign=Ineqe%20Safeguarding%20Roundup&utm_medium=email&_hsmi=222628750&_hsenc=p2ANqtz-8EC6Cd2sTWWAJSM1bpbOrAWdAZHKe2gpJKoca9TXCKVUuu59iZO_4PLDr93BYCDjqu2khUSxQR-6DSuivXdffTH23UptPgC5nVOkwVN9jwHiAMKcI&utm_content=222628750&utm_source=hs_email

Thank you



